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INSTIGO DIY

Instigo is DIY onboarding solution for financial platforms for PMS, Retail 
Demat, Mutual Funds & Broking
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About NDML 

100% Subsidiary of NSDL

Robust Technology & Infrastructure

Key partners of the Digital India initiative

Footprint Across e-Governance, Payments & Capital Markets

NDML is total solution provider, offering Integrated Services, covering IT, Process Design, 
Operations and Administrative Infrastructure.
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End to end journey follows a SEBI 
compliant process .

S E B I  C O M P L I A N T  

INSTIGO can adapt to customer 
journey across financial products

C U S T O M I Z AT I O N

Strong verification process through 
maker & checker facility .

G O V E R N A N C E

Focus on Data Security 

S E C U R E  

PRODUCT PREVIEW

W H I T E  L A B E L  S O L U T I O N
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PAN & User verification 

1 .  A U T H E N I C AT I O N   

Signature, Photo & PAN card

4 .  D O C U M E N T  U P L O A D  

4 KYC modes : Aadhar OTP, 
Offline Aadhar XML, Digi locker 
& Video KYC

2 .  K Y C  M O D E S  O P T I O N

Bank is verified through 
penny drop 

5 .  B A N K  V E R I F I C AT I O N  

Additional KRA details & 
FATCA as required by SEBI

3 .  K R A  &  FAT C A  C A P T U R E  

Document is signed using 
NSDL e-governance 

6 .  e - S I G N  

PROCESS
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Login to Partner Portal / 

Access Link & Entering 

basic details

Instigo

Redirection API

PAN 

verification 

from ITD

Bank a/c 

verification

KRA / KYC 

Process 

completion 

Extra Fields 

including IPV
Agreement & T&C

Application Form 

generation and e-Sign

Data to Governance 

Module

Work  Flow
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USER JOURNEY 
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PAN is verified through ITD API 

AUTHENTICATION
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 Aadhar based E-KYC requires registration as SUB KUA 
 Other 3 modes are available 
 All 3 process are paperless  

KYC MODES
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VIDEO KYC
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DIGI LOCKER KYC
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Aadhar Based eKYC
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XML based Aadhar eKYC
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ADDITIONAL KRA DETAILS 
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FATCA
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BANK DETAILS & VERIFICATION 
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BANK DETAILS & VERIFICATION 
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Geo Tagging as required
DOCUMENT UPLOAD
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DECLARATION AS PER SRI NEEDS
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PMS DATA 



20

SUMMARY
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eSIGN
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eSIGN
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PAGE CAN BE CONFIGURED AS PER SRI  NEEDS. 

SUCCESS PAGE/CONFIRMATION PAGE
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GOVERNANCE MODULE LOGIN
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GOVERNANCE MODULE
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GOVERNANCE MODULE – APPROVE/REJECT 
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ARCHITECTURE
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Security Measures implemented in Instigo

• WAF implementation

• SOC integration of all servers

• Antivirus installed on all web exposed servers

• Application and Database are kept behind firewall.

• Monthly internal VAPT of servers 

• Bi-yearly external VAPT of application is conducted and points identified 
in testing are closed as per the severity.

• 2 Way SSL incase of Integration data push from Instigo to SRI back office.

Hosting Model 

• 3 Tier Architecture with load balancer

• Servers in Mumbai ( DC ) & Bangalore (DR) site 

• Deployed on HCIS Private cloud 

Security Measure

• 3 Tier Architecture with load balancer

• Servers in Mumbai ( DC ) & Bangalore (DR) site 

• Deployed on HCIS Private cloud 

Ownership of assets, application software & data/information 

• Asset and software ownership lies with NDML. Data 
ownership lies with SRI.

System audits and controls  

• Audit is conducted for various services integrated in Instigo as 
per regulatory requirements

Application perspective
• API request authentication for DIY application and User 

authentication &  Maker/Checker for Governance 
• Additional IP validation of SRI server from where request will 

reach NDML-Instigo to be implemented soon.

SECURITY & GOVERNANCE
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THANKS


